
Privacy Policy 
Telegraph Media is the parent company of 510 Tickets, Alameda magazine, Bay Woof, the East Bay 

Express, The East Bay Monthly, and Oakland magazine. This policy governs the manner in which we 
collect, use, store, and share information about our readers, subscribers, advertisers, event attendees, 
website visitors, and other consumers.  

 
First Things First 
Telegraph Media does not ever sell or rent your personal information. 
During the course of our business we collect personal information for a wide variety of reasons — 

usually related to the needs of the customers who chose to provide us with the data. But we never sell 
or rent that information to third parties for any purpose. 

Because we rely on various third-party technical platforms for tasks such as processing payments, 
hosting websites, and sending email, some of the data that we collect is shared with one or more 
solutions providers. We only share data with any other parties 1) to accomplish the tasks for which the 
consumer provided the data, 2) with the permission of the consumer who provided the data, 3) if we 
are under a court order to do so, or 4) in order to prevent harm to the source of the data or a third 
party. 

We are committed to keeping all our customers’ information confidential and secure. All financial 
information is encrypted, and our company databases are accessible only to Telegraph Media 
representatives with a professional need to access the data. Any employee or consultant who violates 
our privacy and security policies is subject to disciplinary action, including possible termination or 
prosecution. When we share information with third parties for processing credit cards or other 
payments, we require them to comply with appropriate security standards. 

All our products and services are subject to this policy. Please read it carefully so that you 
understand fully all of our privacy policies and practices. 
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The Sources of Personal Information We Collect 
All of our publications feature journalism that includes personal information about the people we 

have interviewed or written about. This information is protected by the First Amendment to the 
United States Constitution and is not subject to regulation under the California Consumer Privacy Act 
or the terms of this privacy policy. 



Outside of our journalistic efforts, we collect information in two primary ways. 1) The vast majority 
of such information is provided voluntarily by our readers, subscribers, advertisers, or other people 
who interact in some way with our company, publications, websites, newsletters, social media 
channels, events, or other endeavors. 2) People who visit our websites or interact with one of our 
many online channels also passively provide information during their visits. The information about 
you that we collect and store depends entirely on the nature of your interaction with our products and 
services; 

Readers who have purchased subscriptions, or back issues, or gift certificates, provide contact and 
fulfillment information, plus payment information related to the transaction they were performing. 
This information is usually submitted online, by phone, or via the mail;  

Subscribers to our email newsletters voluntarily provided us with email addresses, usually a name 
and other contact information, and their newsletter subscription preferences. This information is 
usually submitted online, but also is collected at events that we attend;  

Consumers who have advertised with our company have provided us with contact information, 
business details, and often payment information. This information is usually submitted in a contract 
signed by the consumer;  

Readers who have commented on one or more stories on our websites — or readers who have 
complained about comments made by other people — provided a name or alias and/or email address, 
other contact and location information, and comments or opinions regarding one or more stories;  

Some readers have tagged stories, locations, events, or other members as “favorites;”  
Some readers have created accounts on some of our websites, to create a public profile that 

aggregates their comments and other actions, including favorites they may have selected;  
Some readers have associated their website accounts with a social media account, so they can easily 

log on to our system and share stories with friends across other online channels;  
Readers who forward an article or other information to a friend using our services will have 

provided their friend’s name and email address, although we do not keep this information; 
Some readers have submitted events to our comprehensive online event listings, and as part of that 

process provided contact info and event-related information, including names, locations, and 
photographs;  

Some readers have uploaded information designed to encourage people to buy their products;  
Some readers have requested information from us via various online forms, seeking information 

about advertising, subscribing, solving a technical issue, submitting a letter to the editor, or 
accomplishing some other goal; 

People who have purchased tickets to one of our events have typically provided their names and 
contact information, and perhaps the names and contact info of people who attended the event with 
them; 

Some members have responded to surveys or polls, providing contact info and personal preferences 
about goods or services, or demographic information about their buying habits. None of this 
information is ever associated with other records from the consumer, and none of this information is 
ever released in any form except as anonymous data with all names and personal identifiers removed; 

Readers who ask us to delete some of the information that they have provided us will have to 
submit enough information to us so that we can verifiably identify them and fulfill their request. 

 
The Categories of Personal Information We Collect 
Consumers provide us with personal information in two ways.  
Most such information is provided voluntarily at the time the consumer initiates their interaction 

with our products or services. However, like most companies with websites, we and our service 
providers also automatically collect certain technical information from people who visit our digital 
properties via computer, tablet, or phone. 



 
Information You Choose to Provide to Us: 
Consumers typically provide a few of the following data types to Telegraph Media and its service 

providers when they interact with our products and services:  
Name, alias, username, account name, account number, unique identifier, photo, avatar, password, 

date of birth, title that may suggest gender;  
Contact information including email address, address, city, country, phone numbers, social media 

IDs;  
Business information including work contact info, job title, websites, business name, business 

description, product inventory;  
Information about events they are promoting, including names, locations, prices, descriptions, 

photographs, audio, or video files;  
Information about events they are attending, including names of friends who attend the event with 

them;  
Questions about advertising, editorial, subscription, or technical issues they asked an employee of 

Telegraph Media;  
Purchase records including classified or display advertising, event attendance, print or email 

subscriptions, back issues, and gift certificates, including company names, credit card numbers and 
expiration dates, and other purchasing information;  

Voluntary website interactions with stories, locations, events, or other members tagged as favorites;  
Editorial preferences among our newsletters or print publications.  
 
Information You Leave Behind as You Use the Internet: 
All computers and servers on the Internet use IP addresses to recognize and communicate with each 

other.  
When you visit our website, we may place a “cookie,” a small text file, on your computer to allow our 

website to function properly. We also may use web beacons, pixels, and other technologies to collect 
information when you use our services. All of these technologies help us remember you when you visit 
our services, personalize your experience, learn how you and others use our services, learn about the 
devices you use to do so, and remember your preferences. With one exception (IP Addresses, which are 
explained below), none of this information is ever reviewed or analyzed for individual consumers. It is 
only reviewed anonymously, in aggregate. 

Based on your interaction with our products, we may learn:  
The amount of time spent on particular pages;  
Your browser language and type;  
Computer operating system;  
Content and ads viewed;  
Date and time you visited;  
Device identifier, manufacturer, and type;  
Entry and exit pages and URLs;  
Geolocation information;  
Interaction with advertisements;  
Internet Protocol address;  
Name and location of your internet service provider;  
Pages or links clicked;  
Time spent and pages viewed on our sites,  
Unique device and advertising identifiers;  
Whether you open our emails and click the ads;  
Which articles you forwarded; and similar information.  



In most cases this information is collected without being connected to your name, username, or 
alias. We do not and cannot use any of these technologies to retrieve personal information from your 
computer. 

 
The Business or Commercial Purpose For Collecting Your Information 
We primarily collect personal information to provide consumers with the goods and services they 

have purchased or inquired about;  
We use contact info and mailing addresses to mail magazines or other products and to provide 

customer service;  
We use the financial information we have collected to complete the transactions that consumers 

have authorized;  
We use email addresses to send consumers one or more of the regular email newsletters they have 

asked us to send them;  
We occasionally use email addresses to send dedicated messages on behalf of advertisers, but we 

never share consumers’ email addresses with the advertisers whose messages we deliver; 
We use email addresses and IP addresses of survey voters to prevent people from voting more than 

once in our surveys or polls. (This is the only web data we ever review individually, and only when 
someone first violates our rules and votes in one of our surveys more than one time);  

We also collect IP addresses to administer and analyze our site and report aggregate, non-personal 
information such as how many visitors we have; 

We use contest submissions to select winners of our contests and promotions; 
We use survey answers to name winners in our Best Of contests and other polls and surveys, and to 

assess what is popular among consumers;  
We use the names and contact info of consumers’ friends and acquaintances to enable our readers 

to share content and information from our publications via social media, email, and other means;  
We use the contact info we collect online to review and approve user-generated content such as 

comments on stories; 
We use the information gathered on our website contact forms to direct user feedback to the correct 

party and respond to such inquiries; 
We use cookies to remember you when you visit our websites, personalize your experience, learn 

how you use our services, and what devices you use to do so, and help our websites load more quickly 
on those devices; 

We use a third-party advertising server to display ads on our site, and its ads also may collect 
cookies from consumers; 

We use third-party analytics providers and technologies to assist in collecting and analyzing 
anonymous information about the users of our products;  

We anonymously aggregate the demographic information that consumers provide in response to 
our survey questions to help our customers and potential customers better understand our users;  

Our digital advertising-service providers use the online data collected by our websites to personalize 
the advertising that consumers receive; 

Because our newsgathering efforts are supported by advertising revenue, we share anonymous, 
aggregated information with advertisers and potential customers so they can better understand the 
demographics and consumer habits of our audiences; 

We may use information about the anonymized locations of our website visitors to provide more 
relevant location-based information, advertising, or features;  

The account information provided by users of our online products allows them to access or select 
from among the newsletters and services that we offer;  



We track how visitors use our websites, newsletters, and social media accounts so that we can see 
what they like and don't like, and to aggregate anonymous information about usage patterns and share 
that anonymous data with our advertisers; 

We occasionally use this information to improve, maintain, and troubleshoot our services.  
We occasionally use this information to detect, prevent, or respond to potential fraud, copyright 

infringement, violations of our Terms of Use, violations of law, or other misuse of our services;  
We conceivably could use any of this information to respond to legal demands such as subpoenas or 

warrants, but we would never disclose any information collected from journalistic sources to whom we 
have pledged confidentiality;  

We will use and save the information that we collect from people seeking to learn what personal 
data we possess to answer their questions and prove that we have complied with this law. 

 
How and With Whom We Share Personal Information 
Telegraph Media does not typically “share” consumers’ personal information with outside parties in 

the conventional sense of the word. Once you provide us with personal information, we will use it to 
perform the tasks described above, but will not subsequently transit it to outside parties except, 1) to 
provide you with the services, products, or information you have requested, or 2) in those rare other 
instances that we disclose herein. 

Rather, the personal information that Telegraph Media “shares” with various technology platforms 
was actually collected by Telegraph Media with their assistance. This includes our websites, payment 
services, email and social media platforms, contest or survey platforms, ticketing service, telephone 
system, and billing and sales software. When consumers interact with Telegraph Media through one of 
these platforms, they are actually providing their information simultaneously to both companies, via 
one or more technology platforms developed and maintained by the outside company. To the best of 
our knowledge, none of these companies ever uses any of this personal information in any way except 
to assist Telegraph Media in fulfilling the tasks for which the consumer first provided the data. They 
have access to personal information needed to perform their functions, and are contractually obligated 
to maintain the confidentiality and security of the data. They are restricted from using or altering this 
data in any way other than to provide the requested services.  

The primary exception to this scenario involves the advertising on several of our websites. Like 
virtually every U.S. website, Telegraph Media uses an advertising server and other online ad services 
owned by a third party. Such advertising may contain cookies that we do not control or have access to. 
Although we are not privy to the exact way in which such information is used, such usage data is 
typically aggregated with data from other websites the consumer has visited for the general purpose of 
furnishing the consumer with advertising more specifically aligned with their interests and desires. 

When we share information with third parties for processing credit card or other payments, we 
require those third parties to comply with applicable Payment Card Industry standards. All electronic 
payment transactions are processed through our secure server in order to make every reasonable effort 
to insure that your personal information is protected.  

Telegraph Media does share the names and addresses of our print subscribers with the mailing 
houses that print our address labels and send people our publications.  

We may share anonymous aggregated information with customers and prospective customers so 
that they can better understand our audience.  

In the future, we might share the names and email addresses of consumers who enter our contests 
with the sponsors of those contests, but only if the consumer agreed to that ahead of time. To the 
extent that such contests are governed by policies that conflict with the terms of this privacy policy, 
the terms of the contest shall govern; 

As indicated above, Telegraph Media also would share information 1) with your consent; 2) if 
necessary to comply with a court order, protect our legal rights or, at our discretion, cooperate with a 



law enforcement investigation or report activities that we believe to be unlawful; 3) to detect, prevent, 
or respond to potential fraud, copyright infringement, violations of law, or other misuse of our 
services; or 4) if we have a good faith belief that disclosure is necessary to prevent harm to us, our 
employees, consumers, partners, or members of the public. 

Telegraph Media also would share data in the event of a total or partial sale of the company or one 
or more of its assets. In the event that such as sale or transfer should occur, Telegraph Media would 
only sell to a company that agreed to be bound by the terms of this Privacy Policy. 

 
How We Protect Information 
We have implemented a variety of administrative, technical, and physical security measures to 

protect against unauthorized access to your information. These safeguards vary based on the 
sensitivity of the information that we collect, process, and store. Although we take appropriate 
measures to safeguard against unauthorized disclosures of information, we cannot guarantee that 
information that we collect will never be disclosed in a manner that is inconsistent with this Privacy 
Policy. 

 
Consumer Responsibilities 
You are responsible for the security of your login and passwords. Make sure you keep them safe and 

do not share them with others. Always remember to logout after your session ends to ensure that 
other people cannot access your account information. 

Please remember that any information you share online, such as comments on stories, becomes 
public. Be careful about what you disclose and do not post any personal information that you expect to 
remain private. When you voluntarily disclose personal information publicly via our platforms, that 
information may be collected and used by others and you may receive unsolicited communications 
from other people. When you share information via features offered on our online platforms by other 
companies, sometimes known as “third-party plug-ins,” the privacy settings of the companies 
providing those features govern how the information will be shared.  

From time to time advertisers on our sites may post their own contests, surveys, or requests for 
registration. If you respond in any way to an advertiser tile, banner, contest, giveaway, survey, or link 
on any of our web or mobile sites, this Privacy Policy will cease to apply and you will then be subject to 
the privacy policy, terms, conditions, and copyright policies of the advertiser. 

 
Links to Other Sites 
Our websites provide links and pointers to websites maintained by other organizations. Telegraph 

Media provides these links as a convenience to users, but it does not operate, control, or endorse such 
sites. Telegraph Media also disclaims any responsibility for the information on those sites and any 
products or services offered there, and cannot vouch for their privacy policies. Telegraph Media does 
not make any warranties or representations that any linked sites will function without error or 
interruption, that defects will be corrected, or that the sites and their servers are free of viruses and 
other problems that can harm your computer. Telegraph Media disclaims any responsibility for 
transactions conducted on those sites and cannot vouch for the security of the information submitted 
in those transactions. 

 
Children 
Telegraph Media does not orient this site toward children under the age of 13 or target them as an 

audience, nor does it screen them from using the site. Some of the material on this site is for mature 
audiences, and parents and guardians should take responsibility for monitoring their children's use. 
Children under the age of 13 should not use this site. Telegraph Media does not collect or distribute 
information indicating whether a user is a child.  



 
Your California Privacy Rights 
Under the California Consumer Privacy Act, Sections 1798.110 and 1798.115, Telegraph Media is 

obligated to disclose some of the information in this Privacy Policy. If you are a California resident, 
you have the right to request access to your personal information. We are obligated to provide you 
with the following information: 

The categories of sources from which we collect personal information; 
The business or commercial purpose for collecting that information; 
The categories of third parties with whom we share personal information for a business purpose; 
The categories of personal information that we have collected about you; 
The specific pieces of personal information that we have collected about you; 
The categories of your personal information disclosed for a business purpose in the last 12 months;  
The categories of third parties to whom your personal information was sold, by category or 

categories of personal information for each third party to whom the information was sold. (Telegraph 
Media does not sell personal information); 

The categories of your personal information that we have sold within the past 12 months. 
(Telegraph Media does not sell personal information.) 

 
How to Obtain Your Personal Information From Telegraph Media 
Telegraph Media expects to be legally unable to verify the identity of many consumers who ask us to 

provide or delete their data. Unless you have done business with our company or have an account with 
one or more of our publications, it is unlikely that we possess enough information about you to legally 
verify your identity. The reason for this is that Telegraph Media stores information in a variety of 
separate, disconnected databases. If you subscribe to an email newsletter we have your email address 
in one location, but probably not your name or street address. If you have commented on our website, 
a separate database may know you only by your online alias or username. If you have visited our 
website, we may have saved your IP Address in a third database, but probably not your name or your 
email address. In most cases, we never connect the data in these separate repositories — and have no 
way of doing so even if we wanted to. 

The California Consumer Privacy Act defines a verifiable consumer request as one “made by a 
consumer, by a consumer on behalf of the consumer’s minor child, or by a natural person or a person 
registered with the Secretary of State, authorized by the consumer to act on the consumer’s behalf, 
and that the business can reasonably verify … to be the consumer about whom the business has 
collected personal information. A business is not obligated to provide information to the consumer … 
if the business cannot verify … that the consumer making the request is the consumer about whom 
the business has collected information or is a person authorized by the consumer to act on such 
consumer’s behalf.”  

For the purposes of complying with requests to inspect the SPECIFIC PERSONAL INFORMATION 
that we have collected about you, the California Attorney General’s Office has proposed regulations 
that require businesses to match AT LEAST THREE DATA POINTS provided by you with data already 
in our possession, to “a reasonably high degree of certainty.” 

For the purposes of complying with requests to learn the CATEGORIES OF PERSONAL INFO that 
we may have collected about you, the California Attorney General’s Office has proposed regulations 
that require businesses to match AT LEAST TWO DATA POINTS provided by you with data in our 
possession, to “a reasonable degree of certainty.” 

For the purposes of complying with requests to delete the specific personal information that we 
may have collected, the California Attorney General’s Office has proposed regulations that require 
businesses to verify the identity of the consumer to a “reasonable or reasonably high degree of 
certainty depending on the sensitivity of the personal information and the risk of harm posed to the 



consumer by unauthorized deletion.” Thus, we will require you to provide AT LEAST TWO OR THREE 
DATA POINTS that we already have in our possession. 

Although each attempt to verify a consumer’s identity will be based on unique information, here are 
some examples of the types of information that might enable us to verify a consumer’s identity: A 
unique username, personal password, email address or phone number that you can retrieve messages 
from, last four digits of a credit or debit card, record of a persona business transaction with our 
company, or other unique personal information that only you might possess. 

We also are limited in our ability to conduct a thorough search for your personal information by the 
amount of information that you provide us. For instance, if you ask us to search for John Doe, we will 
provide you with all the information associated with that name, but that won’t include personal 
information that we only know as belonging to JDoe87@email.com. In short, the success of our search 
will be based entirely upon the number of keywords that you ask us to search for. 

People who wish to obtain whatever personal information Telegraph Media possesses about them, 
or have us delete any such information, must make their request in one of these two ways. Our 
preferred method for receiving such requests is via website. We have provided a form that asks you 
questions designed to help you accomplish your goal. Click here to inquire about your personal 
information. 

You may also call the following toll-free number to request your information: 866-372-8466. A staff 
representative will walk you through the same questions that we ask on our website. 

 
Deleting Your Personal Information 
Recipients of our email newsletters may opt out of receiving future mailings at any time by clicking 

on the “Unsubscribe” link at the bottom of every such email. 
Under the California Consumer Privacy Act, users may request the deletion of their personal 

information. As with requests to inspect your personal information, our ability to delete your records 
is based entirely upon the keywords that you ask us to search for. If you ask us to search for your 
name, for instance, we will delete all the information associated with your name, but that may not 
include personal information that we only associate with your email address. 

Even when consumers ask to have their personal information deleted, businesses are permitted to 
retain certain types of consumers’ personal data. Section 1798.105(d) of the California Consumer 
Privacy Act reads as follows: 

“A business or a service provider shall not be required to comply with a consumer’s request to delete the 
consumer’s personal information if it is necessary for the business or service provider to maintain the 
consumer’s personal information in order to: 

“(1) Complete the transaction for which the personal information was collected, fulfill the terms of a 
written warranty or product recall conducted in accordance with federal law, provide a good or service 
requested by the consumer, or reasonably anticipated within the context of a business’ ongoing business 
relationship with the consumer, or otherwise perform a contract between the business and the consumer. 

“(2) Detect security incidents, protect against malicious, deceptive, fraudulent, or illegal activity; or 
prosecute those responsible for that activity. 

“(3) Debug to identify and repair errors that impair existing intended functionality. 
“(4) Exercise free speech, ensure the right of another consumer to exercise that consumer’s right of free 

speech, or exercise another right provided for by law. 
“(5) Comply with the California Electronic Communications Privacy Act pursuant to Chapter 3.6 

(commencing with Section 1546) of Title 12 of Part 2 of the Penal Code. 
“(6) Engage in public or peer-reviewed scientific, historical, or statistical research in the public interest that 

adheres to all other applicable ethics and privacy laws, when the business’ deletion of the information is likely 
to render impossible or seriously impair the achievement of such research, if the consumer has provided 
informed consent. 



“(7) To enable solely internal uses that are reasonably aligned with the expectations of the consumer based 
on the consumer’s relationship with the business. 

“(8) Comply with a legal obligation. 
“(9) Otherwise use the consumer’s personal information, internally, in a lawful manner that is compatible 

with the context in which the consumer provided the information.” 
You already control several types of personal data that may be related to your use of our products or 

services. 
When you visit our website, we may place a “cookie” on your computer to allow our website to 

function properly. If you do not wish to allow cookies to be placed on your computer or device, or wish 
to delete the cookies you have already downloaded, you can configure your web browser to control the 
use of cookies. You are always free to decline our cookies if your browser permits, but you may not be 
able to sign in, customize, or use some of the interactive features of our website, and the 
advertisements you see may not be as relevant to you. We recommend that you leave them turned on. 

We neither have access to, nor does this policy govern, the use of cookies or other tracking 
technologies that may be placed on your computer, phone, or other device by non-affiliated, third-
party ad technology, ad servers, ad networks or any other non-affiliated third parties. We have no 
control over whether and how our advertisers use cookies that originate from their website. 
Nonetheless, you also can control those cookies from your browser. 

If you access our online properties through a mobile device and you do not want your device to 
provide us with location-tracking information, you can disable the location-tracking functions on your 
device, provided your device allows you to do this. See your device manufacturer’s instructions for 
further details. 

You can opt out of receiving interest-based advertising from some companies by visiting the 
following sites: 

AboutAds.info/choices 
NetworkAdvertising.org/choices 
Preferences-Mgr.Truste.com  
RubiconProject.com/Privacy/Consumer-Online-Profile-And-Opt-Out  
Tools.Google.com/dlpage/GAOptOut 
If you wish to opt out of receiving interest-based advertising on your mobile device, please see the 

advertising preferences information at Support.Google.com for Android devices, or Support.Apple.com 
for iOS devices, or Account.Microsoft.com/Privacy/Ad-Settings/Signedout for Windows devices.  

If you are accessing our services from Europe, please see YourOnlineChoices.com.  
If you are accessing our services from Canada, please see YourAdChoices.ca.  
We do not respond to browser-initiated Do Not Track signals, as the industry is currently still 

working on these standards. 
 
Non-Discrimination Disclosure 
Section 1798.125 of the California Consumer Privacy Act states that businesses may not 

discriminate against consumers for exercising their rights under the law by A) denying them goods or 
services, B) charging them different prices or rates, C) providing them a different level or quality of 
goods or services, and D) suggesting that the consumer will receive a different price or rate or level of 
quality. Confusingly, the act also states that businesses may charge a consumer a different price or 
rate, or provide a different level or quality of goods or services to the consumer, if that difference is 
reasonably related to the value provided to the consumer by the consumer’s data.  

In fact, if you delete our cookies, or your account on our website, your site experience could be 
degraded. 

 
Governing Law and Policies 



Our business is located in the United States. The laws of the United States of America govern our 
site. U.S. law shall govern in any and all disputes, including privacy or defamation issues or otherwise. 
This Privacy Policy does not create rights enforceable by third parties. 

Our websites are hosted in the United States. If you are visiting our websites from outside the 
United States, be aware that your information may be transferred to, stored, and processed in the 
United States. The data protection and other laws of the United States and other countries might not 
be as comprehensive or protective of certain rights as those in your country. Under United States law, 
your information may be subject to access requests from governments in the United States. By using 
our services, you consent to your information being handled as described in this policy. 

By visiting this site you agree that your visit, and any dispute over our online privacy practices, is 
governed by this Privacy Policy, our Terms of Use, posted rules governing contests or other 
interactions, and any and all applicable laws set forth by the United States Government. The materials 
contained within our website may not be reposted, used, disseminated, copied, reprinted or otherwise 
used in any way, shape, form or context, wholly or partially, without our publisher’s expressed written 
permission. 

 
Policy Changes 
This privacy policy was last updated on Jan. 1, 2020.  
We will change it from time to time as laws, technology, best practices, and the nature of the web 

keep evolving. We will endeavor to post any changes to this policy as soon as they go into effect. By 
visiting the site, you are accepting the practices described in this Privacy Policy. If you do not agree to 
the terms of this policy, please do not use the site and exit immediately.  

We reserve the right to modify or amend the terms of this policy from time to time without notice. 
Your continued use of the site following the posting of changes to these terms will mean that you 
accept those changes.  

 
Contact Information 
If you have questions about our privacy practices or this policy, please call 866-372-8466. 
If you or someone you know is disabled and would like to receive this policy in another format, you 

may call the number above or send an email to Privacy at Telegraph-Media.com  
If you would like to download a copy of this policy in a PDF, click here. 


